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Introduction

This document aims to specifically provide the followings:

1. Review the existing laws and regulations related to e-banking services and to the scope of
BSC’s operations in the Palestinian Territories.

2. Define the ideal regulatory framework for the BSC and the needed PMA license class.

3. Specify the exact needed laws, regulations and acts for the BSC to operate in Palestine.
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l. Activities and deliverables

a. Review of Existing laws and regulations related to e-banking services and to
the scope of BSC’s operations in the Palestinian Territories. Conclusions and
Recommendations for laws and regulations enabling the work of the BSC

i. PMA Law No. (2) of the year 1997

The Monetary Authority Law was passed in 1997 to secure “the soundness of banking work”,
maintain “monetary stability” and encourage “economic growth”. Although the three objectives
mentioned above and pursued by the PMA follow international standards for monetary or central
bank equivalent authorities; yet, also by international standards and in broad terms, the present
law does not reflect sufficient clarity of purpose and precision of concepts.

The text should reflect a better understanding of

a. the concept of a modern central bank, its purpose, functions, responsibilities, scope of
authority, accountability, relations with other branches of Government, particularly the
Executive, and others; and

b. the bank regulatory and supervisory responsibilities ordinarily exercised by a central
bank, its role as lender of last resort and supplier of market liquidity and the instruments
available for this function.

c. It should also reflect a clearer distinction between policies, objectives and instruments as
well as between registration, regulation and supervision of financial institutions.

The Law only establishes at its Article 54 that PMA “shall provide banks with services for
settlements and repayments”. Moreover, PMA can mainly regulate and supervise the banking
sector, as well as regulate the activity of the money exchange profession, financial companies,
development and investment funds as well as issue, control and supervise the licenses pertaining
thereto (Article 5). This may results into a serious limitation in PMA’s powers to monitor the
payments sector where not only non-bank financial and non-financial entities are more and more
involved, but also more articulated means than traditional (prudential) supervision are needed,
commonly qualified under the autonomous function of “oversight”.

In terms of other electronic banking, payments, and banking services and other developments in
this field; the law was silent and did not address these issues directly. However; the general
provisions available in the text of the law may enable the PMA to take certain actions in these
fields and regulate and organize and promote such developments. It is well understood that the
licensing, supervision or oversight of such non — banking financial institutions and their activities
will be different than banks and money exchangers.

A draft Central Bank Law has been drafted in 2007 to replace this law but it has not been
brought into effect yet. Several specific issues and topics that the PMA along with IMF experts
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thought that need to be addressed in the new law in order to fill any gap or develop a
comprehensive law were developed. The draft is now going under substantial developments and
changes and is not ready yet.

Conclusion:

1- The PMA law did not directly address issues related to electronic banking and payment
and settlement outside the PMA in clear or detailed provisions.

2- The PMA law did not address the nature of financial institutions that it may license or the
nature of its activities, the scope of oversight or supervision, nor issued any regulation on
this regard.

3- A new draft Central Bank Law is under preparation and discussion within the PMA and
is aimed to be ready by the end of this year.

ii. Banking Law No. (9) for the year for 2010

The new Banking Law No. (9) of 2010 came to fulfill several gaps that existed under the
previous law of 2002. As this sector and industry is growing; there was an imminent need to
keep pace with this growth and to organize, and supervise it with adequate tools available by
legislation. The nature of services provided by the PMA were developing as well, which required
legislative intervention to cover such developments.

The law addressed very clearly the permitted and prohibited activities for the banks operating in
Palestine, which within the proposed scope of work for the BSC includes the following:

Article (13) the Permitted activities

F: provide clearing and settlements, collection, money transfer, bonds, and payment instruments.

H: Issue and manage payment tools, including credit and debit cards, all kind of cheques.

P: Provide electronic banking services

T: any other sub - activity of the abovementioned activities, or any other financial activity
approved by the PMA, and does not contradict the provisions of this law.

Article 14: Prohibited activities:

A: Engaging in any transactions or activities of any kind that will result to the bank individually
or collectively through agreements with other entities a dominant position in the monetary or
financial or foreign currency markets in Palestine.

Article 18: Investment in Equity rights

1. No bank shall, individually or jointly with other party or more, possess property shares in
another person or another project in the events mentioned hereunder, except after
obtaining a prior written approval from the PMA:




a. If the value of shares or the total of exposure in the other person or the project is
in excess of 10% of the bank’s capital.

b. If the property proportion in the other person or the project is in excess of 10% of
the subscribed shares.

c. If the value of investment in the shares is in excess of 5% of the other person or
the project’s capital.

The total investment values of the bank in equity shall not exceed 50% of its capital.

It is required to obtain the prior approval of the PMA regarding any investment in shares
that are not tradable in the stock markets according to instructions issued by the PMA.

The Bank may acquire shares or invest in a joint venture or establish a subsidiary
company in accordance to the conditions determined by the PMA in regulations.

Article 19: Outsourcing Agreements

1-

2-

The PMA, shall set by instructions? the conditions that permit any bank to enter into the
outsourcing arrangements with any other service provider, pending that the bank shall lay
down comprehensive policies for managing and supervising the outsourcing operations,
the prior written approval from the PMA shall be obtained regarding any suggested
arrangements for any outsourcing and for its renewal, extension or amendment.

The board of directors of the bank shall be completely responsible for any activity carried
out by the third party providing outsourcing services.

Conclusion:

1- Banking Law permitted banks to engage in conducting the activities within the
scope of the company, without any detailed regulations on the subject matter.

2- No specific regulations on electronic banking or payment instruments/tools were
issued.

3- Banking Law provided that PMA will issue regulations including the conditions
that the banks should fulfill when they are to invest in a joint venture or establish
a subsidiary company. Those are not issued yet; and thus may constitute an
ambiguity towards conditions that PMA requires banks to adhere to.

4- Banking law stipulated the maximum percentage for banks’ shareholding in other
legal entity (10%) any access amount shall be only with prior approval. If the
company is composed from less than 10 banks which may be the case that needs
prior approval.

5- Investment in shares that are not tradable in the stock markets according to
instructions issued by the PMA which are not issued yet, also requires a prior
written approval. If the company is not a Public shareholding this shall apply.

2Outsourcing Regulations No 5/2011



6- Outsourcing is permitted pending prior approval and fulfililment of defined
requirements and the extended responsibility of the boards of directors of the
banks of the activities carried out by third party. The PMA has issued regulation
No. 5/2010 providing details regarding outsourcing.

7- When permitting banks or subsidiary companies to issue any payment instrument
there shall be defined criteria that enables them to give or deny such licenses®
which are not yet regulated. Those are usually concerned with capital adequacy,
risk management, disclosure...etc.

8- Any transactions or activities of any kind that will result to the bank individually
or collectively through agreements with other entities a dominant position in the
monetary or financial or foreign currency markets in Palestine is prohibited. Thus;
if the BSC was not seen as a neutral player in the field its activities may be
prohibited.

iii. Draft National Payment System Law for the year 2011:

The draft payment system law was drafted as a short brief piece of legislation to cover any
potential legal gap under this sector, and to set out basic rules related to the payment system
transactions to ensure that such basic principles are well defined and adhered to. The main
concern of central banks in this sector rather lies on the need to ensure stability of the financial
system, which is confirmed by international standards. The law is drafted alongside the drafting
of the electronic transaction law. Therefore; basic definitions related to e- transaction, e-
signature, records...etc are identical to ensure harmony and to avoid any future contradiction. In
addition the law defined the payment system, the electronic transfer of funds, and payment
services, which are defined as all services that are related to sending and receiving or executing
payment orders in any currency, this includes issuing and managing payments instruments and
activities of the payment system.

All international standards recommend a sound and predictable legal system. Since the major
issues arising in the field of payments touch upon different areas of law, from contracts, torts,
insolvency, up to consumer protection and competition, it is very often the case that a general
statutory act is adopted to cover all these issues in a consistent way. This is also attributed to the
central bank for all relevant regulatory powers.

With the above considerations in mind and drawing from international best practice, and in the
light of the emergency situation due to the imminent entry into operation of a national payments
system (BURAQ) needing adequate legal protection, a Decree Law containing the main statutory
provisions for the national payment system was drafted.

The Law intends to address the main legal shortcomings in existing Palestinian legislation to
permit a sound functioning of the national payment system. As a consequence, it covers all
operators involved in payment services and addresses civil law issues related to both electronic

* Attached as an example Regulatory Conditions issued by The Egyptian Central Bank — for banks who wish to
engage in e- banking or payment instruments.



financial transfers and clearing and settlement of payments and securities transactions. The law
provided that several matters will be further elaborated by PMA regulations. It establishes that
all transfers, either partially or totally executed by electronic means, are binding to all legal
effects and enforceable against third parties.

The draft law and in order to implement the described new powers, stipulated that PMA shall
give written approval before any payment service provider can execute such activity. This would
both apply to entities already having a license as a bank or financial institution or other
commercial operators so authorized according to this Decree Law, and new entities. In this
second case, written approval from the PMA shall be obtained before any registration with the
Ministry of National Economy is executed. In the second place, PMA shall monitor all these
actors and their activities, including payment and securities systems providing the infrastructure
for such services. To this end, PMA is expected to issue instructions containing basic rules on
approval criteria and procedures®, and oversight methods and measures. Finally, since oversight
also often requires actual intervention of the central bank as an operator in the market, reference
is also made to PMA power to operate facilities (as BURAQ) and issue securities to be used as
collateral for systems.

Palestinian legal system does not contemplate any specific rule concerning finality of payment,
recognition of netting schemes, or protection of systems against insolvency procedures. One of
the major rules to be implemented on clearing and settlement concerns finality: in order to
guarantee the workability of a netting system up to completion, a transfer order should be made
irrevocable from a participant and final against any third party, from the moment defined by the
rules of the system (when the order enters into the system according to its governing rules).
While irrevocability can be imposed by rules internal to the system, all other aspects involving
rights of third parties and insolvency need to be statutorily regulated. These also apply to
collateral used for the working of the system.”

The law gives to PMA the power to adopt all relevant secondary measures to regulate electronic
payment instruments and means, covering issues such as error, fraud and network safety
measures, as well as general terms and conditions to the benefit of the customers.

Conclusion:
1- The law is not yet approved nor published; it is in the Council of Ministers desk.
2- No secondary regulation or other measures are drafted yet, despite the
importance of several instructions that are mentioned therein and would be
necessary to compliment the law and enable its proper enforcement.
3- No specific requirements to banks or companies who wish to engage in such
service are drafted yet.

*Similar to what is mentioned in footnote 3 supra

> These rules should supersede general rules on insolvency contained in the Banking Law and any other relevant
law.



4- The law is in harmony with the electronic transaction law but no anticipated
time limits for the endorsement by the President and issuance due to the political
and legal status related to the enactment of new laws.

5- The law did not mention any issue about dispute resolution — a mechanism that
may be preferably adopted in this domain, following international best practices.

iv. Consumer Protection Law No (21) for the year 2005

This law was enacted to protect and ensure the rights of consumers from any health hazards or
inequity or economic losses, and assure the consumer right in obtaining goods and services in
accordance with the mandatory technical regulations as set by the Palestinian Standards
Institution, including providing goods and services for consumers without any exploitation and
manipulation of prices, and also to ensure the swift function of economic transactions in
accuracy between the provider and the consumer.

The law specified the entities responsible for implementation of this law: the prime agency is
Ministry of National Economy and the Palestinian Council for Consumer Protection in addition
toall of the competent authorities in different governmental entities according to their
competence such as ministries of finance, health and agriculture. This Law applies on
Consumers, Consumer Associations, advertisers, and providers of goods and services.

As for the regulatory framework governing consumer protection in the financial services in
Palestine; it can be seen as incomplete and missing a number of legislative tools. Despite
mentioning services in its provisions; it is noted that the law came vague as to its application
over the services sector including inter alia the financial services that were not mentioned
explicitly by any mean. However under this law, and in article (23) the Council was entrusted to
review the reasonability and the fairness of the conditions in consumption contracts and model
contracts (_templates), and to recommend to the Minister or the entity that issues it the removal
of such conditions that may constitute prejudice against the consumer or to amend it. The
Council of ministers shall issue the regulation with the criteria to what may considered as
prejudice conditions, which is not issued yet.

The payment card transactions are processed through a chain of connected parties. Under the
scope of BSC work; the card issuer and the company as an acquirer will largely depend on model
templates with the banks to issue cards. Terms and conditions in such contracts shall be ideally
under the scrutiny of the board of the consumer council who shall review and assess such
conditions.

Avrticle (26) also provisioned that based upon the recommendation of the Ministry, the Council of
Ministers shall issue forth the regulations pertaining to the protection of consumers against the
following:1. Trading of products by using modern technological technigues. Whether the
services provided by the BSC qualify to be products under this article, and whether the Council
will issue such regulations or not is not clear. In ideal situation the Requlator will also propose
such regulations or issue related instructions to set the general frame for relationship under such




contract®. The PMA have not yet regulated or issued any measure in this regard, and did not put
any benchmark for companies or banks to abide to.

Conclusion:

1. The need to confirm, along with the provisions of the Banking law, that the banks are not
through the BSC engaging_in transactions or activities of any kind that will result to the
bank individually or collectively through agreements with other entities a dominant
position in the monetary or financial or foreign currency markets in Palestine.

2. The need to make sure that template contracts used by the Company or the banks in the
field of e-electronic banking or e-payments are fair and reasonable to the consumers.

Draft Electronic Transactions Law

A draft electronic transaction law has been prepared mainly during the last two years; extensive
discussion with all related stakeholders took place at a large scale. The law is based on the
UNCITRAL model law for electronic transactions. Amongst its stated goals are to regulate and
facilitate electronic transactions, providing legal infrastructure related to e-transaction and e-
signature, and promote electronic commerce locally and internationally.

Chapter five of the law regulated the electronic transfer of funds. It indicated that such transfer is
deemed acceptable as a mean of payment and that electronic payment may be conducted by an
electronic cheque, e- payment cards, and any other tool approved by the PMA.

The draft law stipulated that any financial institution conducting electronic transfer of funds shall
abide to the PMA law, banking law and any other related laws, regulations or instructions, and
shall take proper procedures to protect banking secrecy. The law briefly tackled the liability of
the company and the client of the account, and stated that the PMA shall issue regulations related
to electronic transfer of funds including accrediting payment instruments, and the procedures in
case of an error, corrections, disclosure and any other issue related to electronic banking,
including information that financial intuitions shall provide.

The aim of the electronic transaction law is to provide a sufficient legal infrastructure that
regulates such transactions, and recognize activities, procedures, documents and signatures that
are viewed differently under common substantial laws and laws of evidence.

It is true that the legal regime in the Palestinian territories is yet developed to cover and regulate
such matters in a comprehensive way; yet and until proper laws are enacted and in force, other
alternatives may be available.

Establishing what is known as the Master Trading Contract amongst parties dealing with e-
banking is a very convenient interim mean to avoid or bypass what may be perceived as a legal

® - Attached is the Jordan Central Bank Regulation as an example



gap for e- banking e-transactions and e-commerce in Palestine. This is a written contract
amongst parties of the transaction and includes main contractual terms and conditions, and
thereafter all transactions dealings, contracts, related thereto are governed with its basic
principles.

There are two standpoints to look at this matter:

A: When it is B2B relation which under article (51) of the commercial law No (12) of 1966,
stated that commercial contracts shall not be subject to evidence rules set for civil contracts and
may be proved by any mean. In addition, the evidence law No (4) of 2001 indicated that
commercial books are a proof against the merchant.

B: When it is a B2C relation which under the laws of the Mejalla - the applied Ottoman civil
code the freedom of contract is a basic notion, and accordingly any agreement to the rules of
evidence (which are anyway not of the public order and may be agreed otherwise) incorporated
in the contract shall be binding and valid.

Conclusion:

1. Electronic transaction law is yet a draft no anticipated time limits for the

endorsement by the President and issuance.

The law is in harmony with the electronic transaction in terms of detentions.

3. The law referred in many instances to the role of PMA in issuing proper
regulations related to electronic payments.

4. This legal gap of no infrastructure for e-commerce in general may be settled in
other ways under the given legislative framework.

N

Regulation N05/2010’
Section 5/3 Outsourcing Operations

This section is based on Article 5 from the PMA Law No (2) of 1997 which states on minimizing
operational risks. The regulation is divided to four main sections:

5/3/1 Definition:

Outsourcing operations are the act of tasking a natural or juridical person to conduct certain
assignments or operations on behalf of the bank, which are usually conducted by the bank’s
internal departments. This definition includes outsourcing certain activities to the subsidiary or

7 Attached hereto is the Arabic version
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sister companies. This does not include purchase, supply, construction contracts, or the
agreements pertaining secondary non-banking services.

5/3/2 Basis and Procedures to make a decision on outsourcing:

The bank shall be committed with:

1.

w

5.

Feasibility Study; entailing the benefits to the bank from such either by better quality
services, or in terms of cost reduction, or decreasing risks, or other considerations.

Clear internal policy based on the above study.

Adoption of the BOD to the policy after reviewing all related studies.

Apply to the PMA for approval annexed with BOD approval on the policy and studies, in
addition to the draft contract with the company.

Obtain PMA prior approval on any amendments to the contracts.

5/3/3 Operation Risk Management:

The outsourcing is not a transfer of the bank’s responsibilities in relation with the PMA to its
clients to any other party. The board remains liable to all bank’s operations and its clearance
from any risks and banks shall commit to:

1.

Take all necessary procedures and arrangements that comprehensive outsource risk
management programme to address the outsourced activities, and ensure that the
outsourcing shall not diminish its ability to fulfill its obligations towards the PMA and its
customers.

Conduct review from internal and external audit on these activities and issue reports to
the board thereon.

Conduct appropriate due diligence on related companies, including information
confirming its ability on the implementing the outsourced activities, it’s expertise, good
performance, and continue follow up on this regard.

Put plans and arrangements to ensure the bank ability to provide immediate alternatives,
and this is a basic condition to obtain PMA approval to contract; especially for activities
that in case it crashed will cause harm to the clients, or to the bank reputation, or any
other risk.

5/3/5 Terms and Conditions

Contracts shall abide to all related laws and regulations and shall include the following
provisions:

1-
2-

Commitment to banking secrecy.
Company obligation to notify the bank on any circumstances that may affect its ability to
perform.
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3- The commitment of the company to put contingency plans and business continuity plans
to ensure its ability to fulfill its obligations and provide copies thereof to the bank.

4- Commitment to provide the bank upon request with any information on the activities
implemented on behalf of the bank.

5- Commitment not to assign or subcontract the outsourced activity.

6- The right of the bank to terminate the contract in case of breach of the contract or
exposing the bank risks, or if so requested by the PMA in accordance with its vested
authorities by law.

1. Case Study: Visa Jordan Cards Services (VICS)®

Visa Jordan Cards Services Company was established in Jordan since 1991, issuing Visa
Cards and connecting all banks together on JONET its switch management subsidiary. It is
offering a wide variety services to around 20 banks in Jordan whether partners or non
partners banks.

Specific Features [ustration

Type of company Private Shareholding Limited Liability Company

Paid Capital 3.9 Million JOD

Shareholders 10 — composed of 9 Banks and Visa International — 10% each
Registration Ministry of Industry and Commerce — financial services license
Licensing No objection letter only from the Jordanian Central Bank
Board of Directors 10 members representing each shareholder equally.

The chairman has a casting vote.

Services Offered 1. Switching services: Switch ATM between VJCS/JoNet
member banks.

2. Switch POS transactions to VJCS/JoNet member banks and

International Gateways.

Interface with International Gateways.

4. CMS: Card Management System for all type of Cards
(Debit, Credit, Charge, Prepaid).

5. POS Acquiring Including POS/Terminal Management,

Operating around 15,000 POS Terminals.

Merchant Management.

7. Daily Clearing and Settlement with Merchant and Issuers-
Banks.

w

o

® Information based on a Q&A to the company through SBI
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8. Call center 24/7 for VICS/JONET Services Including
Merchants and Member banks.

9. ATM Driving Outsourcing services (No Field Services).

10. E-Commerce Acquiring.

Relation with banks

1. Shareholders Agreements with shareholders.

2. Shareholder banks are not obliged to outsource services
from company.

3. Non shareholders banks — Customer /provider relationship
based on written offers and bilateral agreements.

Shareholding policy

Open to other banks as long as they are registered banks with
Jordan Central Bank.

Supervision or
Oversight from JCB

None — It regulates and supervise only the shareholders bank

Specific instructions

None — General instructions related to payments -

Clearing &
Settlement activities

RTGS in Central Bank of Jordan does not include VVJCS switching
and POS transactions, no intervention in VJCS’s daily clearing and
settlement operations, nevertheless; the company maintains a bank
account in each of the client and partner banks. The company does
its daily clearing and settlement for all related bank’s e-payments
and settlement transactions at the end of each working day (except
Fridays and Saturdays) and issues a net position statement of
account to transfer the correspondent amounts to more than 20 bank
accounts.

Operating
Regulations

VICS is fully compliant with “Visa International Operating
Regulations” (VIOR). Implementing VIOR as a Regulatory Source
gives VJCS an advanced position in Payments Industry

Dispute Settlement

VIJCS is fully compliant with “Visa International Operating
Regulations — Dispute Settlement”, Implementing such ADR
mechanisms lays a clear way to settle

Visa International has consolidated five regional sets of operating regulations into one global set
of Visa International Operating Regulations with expectations that their clients and other
stakeholders will find the information easier to locate and understand.

While the Visa International Operating Regulations govern their client financial institutions' use
of the Visa payment system, it is believed that providing access to them will benefit all of the
stakeholders. In order to protect the security of cardholders and the integrity of the Visa system,
VISA International has omitted proprietary and competitive information, as well as certain
details within the rules relating to the security of the Visa network. For example, in the merchant
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rules, it has omitted floor limits by country code and processing codes that identify full track
data, which could aid fraudsters.

The Structure of Visa International Operating Regulations includes the following core principals

Core Principle 1: Visa Operating Regulations Governance - Outlines the scope and application
of the Visa International Operating Regulations, a Member's requirement to comply with the
Operating Regulations, and general fines for non-compliance.

Core Principle 2: Visa System Participation - Specifies minimum requirements for Members,
Third Parties, and VisaNet Processors, including liability and indemnification provisions.

Core Principle 3: The Visa License - Specifies various license, Copyright, and trademark
provisions.

Core Principle 4: The Visa Brand - Specifies Member requirements for reproduction of the
Visa- Owned Marks, including Card production, promotions, sponsorships, and responsibilities
for non-Card use of the Visa-Owned Marks.

Core Principle 5: Visa Products and Services - Specifies both Issuer requirements and product
information for participation in the Visa programs, and Acquirer requirements with respect to
Acquirer- Merchant contracts, terminal requirements, electronic commerce, and participation in
the Visa Global ATM Program.

Core Principle 6: Visa Payment Acceptance - Specifies requirements for Merchants, including
Transaction acceptance, special Merchant payment acceptance services and Transaction Receipt
completion and processing.

Core Principle 7: Transaction Processing - Specifies Member requirements for payment
processing, including Authorization, Clearing, and Settlement.

Core Principle 8: Risk Management - Specifies general security requirements, the rights and
responsibilities of Visa and Members related to risk management and security, counterfeit losses,
and the Visa risk management services.

Core Principle 9: Dispute Resolution - Governs the Transaction Receipt retrieval process, a
Member's attempts to resolve disputes, and the processes available to the Member if its
resolution efforts are unsuccessful. These processes include Chargebacks, Representments,
Arbitration, and Compliance.

Core Principle 10: Pricing, Fees and Interchange - Specifies international fee types applicable
to Members, Interchange Reimbursement Fee (IRF) categories, and procedures for collection,
disbursement, and problem resolution. Detailed fee amounts and IRF rates and been moved to
applicable pricing directories.
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Recommendations for an enabling regulatory framework needed for the expected BSC
scope of business:

>

PMA law or any draft central bank law shall be clear whether such companies are under
the scope of the PMA or not, if they should be only licensed or by the PMA, the type and
prerequisite of such licenses may be issued in regulation. If the PMA will supervise and
regulate such entities or not, or if it only an oversight shall be clear in the law itself or in
any secondary regulations or instructions.

Several issues of the above-mentioned may be covered by the draft payment system law
and the complimentary regulations thereto. Harmonization amongst those two laws is
eminent.

The Banking law having set the grounds for outsourcing and e-banking and other
activities shall issue:
a. Regulations related to bank’s incorporation of subsidiaries or investments in joint
ventures.
b. Specific regulations on electronic banking or payment instruments/tools were
issued.

The need to proceed with the issuance of the National Payment System Law, and the
need to initiate parallel to that with the preparation of the regulation needed thereto.
a. Most important are those related to licensing companies engaged in payment,
b. Regulations related to e-banking.
c. Regulations determining the accreditation of payment instruments....etc.

The need to stress to the government at the time being, and ideally to the PLC the
importance of issuing the e- transaction law, and other related enabling law, in order to
provide for a proper legal infrastructure. IT infrastructure shall be also ready to the
implementation of such transactions.

The need to refer to model operating regulations and dispute settlement regulations as

those of VISA International as international best practices already available and used by
the companies in this sector.
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Annex 1-

Annex 2 -

Annex 3-

AnNnexes

Regulatory Conditions issued by The Egyptian Central Bank — for banks who
wish to engage in e- banking or payment instruments of 2002

Jordan Central Bank Regulation on e-banking No 8/2001

PMA Outsourcing regulation No. 5/2010
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Annex 1

Regulatory Conditions issued by The Egyptian Central
Bank — for banks who wish to engage in e- banking or
payment instruments of 2002
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Electronic cash (EC): the Funds or value is stored on an electronic device as the personal [1]

computer of the consumer which is loaded using specialized software0 EC is used to make small
payments through a transfer of value to the merchants electronic device.
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